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Abstract of the contribution: This contribution updates the procedures on how to transfer policies to the UE.
1
Discussion
There is a related contribution S2-178477 revising 503.
According to clause 5.3.4.3 of TS 23.501, for roaming subscribers the AMF may alternatively choose the RFSP Index in use based on the visited network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value pre-configured per HPLMN, or a single RFSP Index value to be used for all roamers independent of the HPLMN), which means H-PCF can provide RFSP Index to V-PCF.
The H-PCF can provide RFSP index to V-PCF. According to clause 5.3.4.1 of TS 23.501, In case of roaming, the service area restrictions are transferred from the UDM via the serving AMF to the serving PCF in the visited network. The serving PCF in the visited network may further adjust the service area restrictions, which means V-PCF will generate its own Service Area Restriction. 

The EN in 502 ” For Service Area Restrictions adjusted by the V-PCF in roaming case, whether the V-PCF acknowledges the UE Context Establishment Request directly or combines them with the other polices from the H-PCF is FFS.” should be delete. 
2
Proposal

The following changes are proposed to TS 23.502.
* * * First change* * * *
4.16.1
UE Policy Context Management
4.16.1.1
UE Policy Context Establishment

4.16.1.1.1
General

There are two cases considered for UE Policy Context Establishment:

1.
UE registration with the network.
2.
The AMF relocation in handover procedure.
Editor's note:
The UE Context Establishment procedure for case 2 is to be defined after the inter AMF handover procedure is clear.

4.16.1.1.2
UE Policy Context Establishment during Registration
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Figure 4.16.1.2-1: UE Context Establishment during Registration

This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF:

1.
Based on local policies, the AMF decides to establish UE Context with the (V-)PCF during Registration procedure then steps 2 to 3 are performed under the conditions described below.
2.
[Conditional] The AMF sends Npcf_AMPolicyControl_Get to the (V-)PCF to retrieve the access and mobility control policy. The request includes the following information: SUPI, subscription notification indication and, if available, Service Area Restrictions, RFSP index, GPSI which are retrieved from the UDM during the update location procedure, and may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network. In roaming scenario, the V-PCF contacts the H-PCF.

3.
The (H-)PCF gets policy subscription related information if not available from the UDR using Nudr_User_Data_Management query service operation and makes a policy decision. In roaming scenario, the H-PCF responds to the V-PCF, then the (V-)PCF responds to the Npcf_AMPolicyControl_Get service operation, and provides Access and mobility related policy information and APSP. The AMF is implicitly subscribed in the PCF to be notified of changes in the policies.

4.
[Conditional] The AMF deploys the Access and mobility related policy information which includes storing the Service Area Restrictions, provisioning APSP and Service Area Restrictions to the UE and provisioning the RFSP index and Service Area Restrictions to the RAN as defined in TS 23.501 [2].

5.
The PCF may subscribe to events detected and triggered by the AMF sending the Namf_EventExposure_Subscribe operation. The PCF provides the list of event triggers to report. The PCF determines the AMF instance form information received in Npcf_AMPolicyControl_Get service operation.

6.
The AMF acknowledges the subscription from the PCF.

4.16.1.1.3
UE Policy Context Establishment during AMF relocation

Editor's note:
This part is to be defined after the inter AMF handover procedure is clear.

4.16.1.2
UE Policy Context Modification

There are two cases considered for UE Policy Context Modification:

1.
The policy subscription related information of a UE changes.

2.
The conditions impacting the access and mobility control policy change, e.g. UE location.

4.16.1.2.1
UE Policy Context Modification for Mobility Policy

This procedure is applicable to UE context modification due to change of mobility policy.
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Figure 4.16.2.1-1:
UE Context Modification-mobility policy

This procedure concerns both roaming and non-roaming scenarios.
Editor's note:
It is FFS if there is the case that the AF sends information related to the subscriber to the PCF which triggers the mobility policy update to the AMF where this procedure is also applicable.

In the non-roaming case the V-PCF is not involved. In the roaming case, it is the V-PCF to make a final policy decision, and H-PCF is not involved.

1.
Optionally, the PCF receives the event notification from the AMF via Namf_EventExposure_Notify service operation. The AMF provides the event that generated the notification and the event information.
2.
The PCF stores the information and acknowledges the operation.

3.
The PCF makes the policy decision that triggers the change of access and mobility control policy.

4. The PCF notifies the AMF of the updated Access and Mobility related policy control information via Npcf_AMPolicyControl_UpdateNotify service operation.

5.
The AMF stores the information and acknowledges the operation.

6.
The AMF deploys the access and mobility control policy, which includes storing the Service Area Restrictions, provisioning the Service Area Restrictions to the RAN and UE.

4.16.1.2.2
UE Policy Context Modification for Access and Mobility control and APSP
This procedure is applicable to UE context modification due to change of APSP
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Figure 4.16.2.2-1: UE Policy Context Modification-for APSP
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. In the roaming case, it is the H-PCF to make a final policy decision, and provide the policy to the AMF via V-PCF, the V-PCF may provide AMF access and mobility policy control to the AMF based on roaming agreements, i.e. operator policies in V-PCF are configured for roamers.

Steps 1a and 1b below may triggers a UE Context Modification procedure, other events may also trigger a UE Context Modification procedure, e.g. any input for a policy decision defined in TS 23.503 [20].

1a.
[Conditional] If (H-)PCF subscribed to notification of subscriber´s policy data change and a change is detected, the UDR detects that the subscriber´s policy data of a UE has been changed.
1b.
[Conditional] If the (V-)PCF (if subscribed to) receives the Namf_EventExposure_Notify service operation that triggers the change of access and mobility control policy.

2a.
[Conditional] The UDR notifies the (H-)PCF of the updated subscriber profile via Nudr_User_Data_Management_Notify service operation service operation including SUPI and the updated subscriber policy data. This is applicable to case 1a.
3.
The (H-)PCF makes the policy decision, the H-PCF interacts with the V-PCF.

4.
[Conditional] The (V-)PCF sends the Npcf_AMPolicyControl_UpdateNotify service operation including Access and mobility related policy information and APSP to the AMF. The AMF sends Acknowledgement to the (V-)PCF.

5.
[Conditional] The AMF deploys the Access and mobility related policy information and APSP, which includes storing the Service Area Restrictions, provisioning of the Service Area Restrictions and APSP to the UE and provisioning the RFSP index and Service Area Restrictions to the NG-RAN.

4.16.1.3
UE Policy Context Termination

4.16.1.3.1
General

The following case is considered for UE Policy Context Termination:

-
UE Deregistration from the network; and

-
UE mobility in a registration procedure, either periodic or mobility registration update with change of AMF.

Editor's note:
It is FFS if the UE Context Termination procedure is applicable in the case the policy profile is fully removed in the UDR.

4.16.1.3.2
AMF-initiated UE Policy Context Termination
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Figure 4.16.3.2-1: AMF-initiated UE Policy Context Termination

This procedure concerns both roaming and non-roaming scenarios.

In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V‑PCF interacts with the AMF. The V‑PCF contacts the H-PCF to request removing UE context unless V-PCF provides AMF access and mobility control to the AMF based on roaming agreements.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF.
1.
The AMF decides to terminate the UE Context during Deregistration procedure or due to mobility with change of AMF in the registration procedure, then if a UE context was established with the (V-)PCF steps 2 to 3 are performed.

2.
[Conditional] The AMF sends the Npcf_AMPolicyControl_Delete service operation including SUPI to the (V-)PCF.

3.
The (V-)PCF removes the policy context for the UE and replies to the AMF with an Acknowledgement including success or failure. The V-PCF may interact with the H-PCF. The (H-)PCF unsubscribes to subscriber policy data changes.

4.
[Conditional] The AMF removes the Access and Mobility Control Policy related to the UE. The AMF deletes the subscription to AMF detected events for that PCF.


* * * End of the changes* * * *
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